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(c) ADDRESSING CHINA’S SOVEREIGN LEND-

ING IN THE AMERICAS.—The Secretary of the 
Treasury and the United States Executive 
Director to the Inter-American Development 
Bank shall use the voice and vote of the 
United States— 

(1) to advance efforts by the Bank to help 
countries restructure debt resulting from 
sovereign lending by the Government of the 
People’s Republic of China in order to 
achieve sustainable and serviceable debt 
structures; and 

(2) to establish appropriate safeguards and 
transparency and conditionality measures to 
protect debt-vulnerable member countries of 
the Inter-American Development Bank that 
borrow from the Bank for the purposes of re-
structuring Chinese bilateral debt held by 
such countries and preventing such countries 
from incurring subsequent Chinese bilateral 
debt. 

SA 1494. Mr. SASSE submitted an 
amendment intended to be proposed by 
him to the bill S. 1260, to establish a 
new Directorate for Technology and In-
novation in the National Science Foun-
dation, to establish a regional tech-
nology hub program, to require a strat-
egy and report on economic security, 
science, research, innovation, manufac-
turing, and job creation, to establish a 
critical supply chain resiliency pro-
gram, and for other purposes; which 
was ordered to lie on the table; as fol-
lows: 

At the appropriate place, insert the fol-
lowing: 
SEC. lll. AUTHORIZATION OF APPROPRIA-

TIONS FOR THE DEFENSE AD-
VANCED RESEARCH PROJECTS 
AGENCY. 

Notwithstanding any other provision of 
law, there is authorized to be appropriated 
for the Defense Advanced Research Projects 
Agency $7,000,000,000 for fiscal year 2021. 

SA 1497. Mr. WHITEHOUSE (for Mr. 
LEE) proposed an amendment to the 
resolution S. Res. 117, expressing sup-
port for the full implementation of the 
Good Friday Agreement, or the Belfast 
Agreement, and subsequent agreements 
and arrangements for implementation 
to support peace on the island of Ire-
land; as follows: 

Beginning in the ninth whereas clause of 
the preamble, strike the ‘‘and’’ at the end 
and all that follows through ‘‘Northern Ire-
land’’ in the tenth whereas clause of the pre-
amble, and insert the following: 

Whereas the United States Congress stands 
steadfastly committed to supporting the 
peaceful resolution of any and all political 
challenges in Northern Ireland; and 

Whereas the United States has a Special 
Relationship with the United Kingdom, in-
cluding partnership on trade and economic 
issues. 

SA 1495. Mr. WYDEN submitted an 
amendment intended to be proposed by 
him to the bill S. 1260, to establish a 
new Directorate for Technology and In-
novation in the National Science Foun-
dation, to establish a regional tech-
nology hub program, to require a strat-
egy and report on economic security, 
science, research, innovation, manufac-
turing, and job creation, to establish a 
critical supply chain resiliency pro-
gram, and for other purposes; which 
was ordered to lie on the table; as fol-
lows: 

At the end of subtitle B of title II of divi-
sion E, add the following: 
SEC. 5214. REQUIREMENT TO CONTROL THE EX-

PORT OF CERTAIN PERSONAL DATA 
OF UNITED STATES NATIONALS AND 
INDIVIDUALS IN THE UNITED 
STATES. 

(a) IN GENERAL.—Part I of the Export Con-
trol Reform Act of 2018 (50 U.S.C. 4811 et seq.) 
is amended by inserting after section 1758 
the following: 
‘‘SEC. 1758A. REQUIREMENT TO CONTROL THE 

EXPORT OF CERTAIN PERSONAL 
DATA OF UNITED STATES NATION-
ALS AND INDIVIDUALS IN THE 
UNITED STATES. 

‘‘(a) IDENTIFICATION OF CATEGORIES OF PER-
SONAL DATA.— 

‘‘(1) IN GENERAL.—The President shall es-
tablish and, in coordination with the Sec-
retary and the heads of the appropriate Fed-
eral agencies, lead a regular, ongoing inter-
agency process to identify categories of per-
sonal data of covered individuals that 
could— 

‘‘(A) be exploited by foreign governments; 
and 

‘‘(B) if exported in a quantity that exceeds 
the threshold established under paragraph 
(3), harm the national security of the United 
States. 

‘‘(2) LIST REQUIRED.—The interagency proc-
ess established under paragraph (1)— 

‘‘(A) shall identify an initial list of cat-
egories of personal data under paragraph (1) 
not later than one year after the date of the 
enactment of the Protecting Americans’ 
Data From Foreign Surveillance Act of 2021; 
and 

‘‘(B) may, as appropriate thereafter, add 
categories to, remove categories from, or 
modify categories on, that list. 

‘‘(3) ESTABLISHMENT OF THRESHOLD.— 
‘‘(A) IN GENERAL.—Not later than one year 

after the date of the enactment of the Pro-
tecting Americans’ Data From Foreign Sur-
veillance Act of 2021, the interagency process 
established under paragraph (1) shall estab-
lish a threshold for the quantity of personal 
data of covered individuals the export, reex-
port, or in-country transfer (in the aggre-
gate) of which by one person to or in a re-
stricted country could harm the national se-
curity of the United States. 

‘‘(B) PARAMETERS.—The threshold estab-
lished under subparagraph (A) shall be the 
export, reexport, or in-country transfer (in 
the aggregate) by one person to or in a re-
stricted country during a calendar year of 
the personal data of not less than 10,000 cov-
ered individuals and not more than 1,000,000 
covered individuals. 

‘‘(C) CATEGORY THRESHOLDS.—The inter-
agency process may establish a threshold 
under subparagraph (A) for each category of 
personal data identified under paragraph (1). 

‘‘(D) TREATMENT OF ENTITIES UNDER COM-
MON OWNERSHIP AS ONE ENTITY.—For purposes 
of determining whether a threshold estab-
lished under subparagraph (A) has been 
met— 

‘‘(i) personal data shall be considered to be 
exported, reexported, or in-country trans-
ferred by one person if the personal data is 
exported, reexported, or in-country trans-
ferred by entities under common ownership 
or control; and 

‘‘(ii) the parent entity of such entities 
shall be liable for export, reexport, or in- 
country transfer in violation of this section. 

‘‘(E) CONSIDERATIONS.—In establishing a 
threshold under subparagraph (A), the inter-
agency process shall seek to balance the 
need to protect personal data from exploi-
tation by foreign governments against the 
likelihood of— 

‘‘(i) impacting legitimate business activi-
ties and other activities that do not harm 

the national security of the United States; 
or 

‘‘(ii) chilling speech protected by the First 
Amendment to the Constitution of the 
United States. 

‘‘(4) DETERMINATION OF PERIOD FOR PROTEC-
TION.—The interagency process established 
under paragraph (1) shall determine, for each 
category of personal data identified under 
that paragraph, the period of time for which 
encryption technology described in sub-
section (b)(4)(C) is required to be able to pro-
tect that category of data from decryption 
to prevent the exploitation of the data by a 
foreign government from harming the na-
tional security of the United States. 

‘‘(5) PROCESS.—The interagency process es-
tablished under paragraph (1) shall— 

‘‘(A) be informed by multiple sources of in-
formation, including— 

‘‘(i) publicly available information; 
‘‘(ii) classified information, including rel-

evant information provided by the Director 
of National Intelligence; 

‘‘(iii) information relating to reviews and 
investigations of transactions by the Com-
mittee on Foreign Investment in the United 
States under section 721 of the Defense Pro-
duction Act of 1950 (50 U.S.C. 4565); 

‘‘(iv) the categories of sensitive personal 
data described in paragraphs (1)(ii) and (2) of 
section 800.241(a) of title 31, Code of Federal 
Regulations, as in effect on the day before 
the date of the enactment of the Protecting 
Americans’ Data From Foreign Surveillance 
Act of 2021, and any categories of sensitive 
personal data added to such section after 
such date of enactment; 

‘‘(v) information provided by the advisory 
committee established pursuant to para-
graph (7); and 

‘‘(vi) the recommendations (which the 
President shall request) of— 

‘‘(I) privacy experts identified by the Na-
tional Academy of Sciences; and 

‘‘(II) experts on the First Amendment to 
the Constitution of the United States identi-
fied by the American Bar Association; and 

‘‘(B) take into account the significant 
quantity of personal data of covered individ-
uals that has already been stolen or acquired 
by foreign governments, the harm to United 
States national security caused by the theft 
of that personal data, and the potential for 
further harm to United States national secu-
rity if that personal data were combined 
with additional sources of personal data. 

‘‘(6) NOTICE AND COMMENT PERIOD.—The 
President shall provide for a public notice 
and comment period after the publication in 
the Federal Register of a proposed rule, and 
before the publication of a final rule— 

‘‘(A) identifying the initial list of cat-
egories of personal data under subparagraph 
(A) of paragraph (2); 

‘‘(B) adding categories to, removing cat-
egories from, or modifying categories on, 
that list under subparagraph (B) of that 
paragraph; 

‘‘(C) establishing the threshold under para-
graph (3); or 

‘‘(D) setting forth the period of time for 
which encryption technology described in 
subsection (b)(4)(C) is required under para-
graph (4) to be able to protect such a cat-
egory of data from decryption. 

‘‘(7) ADVISORY COMMITTEE.— 
‘‘(A) IN GENERAL.—The Secretary shall es-

tablish an advisory committee to advise the 
Secretary with respect to privacy and sen-
sitive personal data. 

‘‘(B) APPLICABILITY OF FEDERAL ADVISORY 
COMMITTEE ACT.—Subsections (a)(1), (a)(3), 
and (b) of section 10 and sections 11, 13, and 
14 of the Federal Advisory Committee Act (5 
U.S.C. App.) shall not apply to the advisory 
committee established pursuant to subpara-
graph (A). 
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